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CertKit: Certified Information Systems Security Professional (CISSP) 2018 
 

The Certified Information Systems Security Professional (CISSP) is the most globally recognized certification in the 

information security market. CISSP validates an information security professional's deep technical and managerial 

knowledge and experience to effectively design, engineer, and manage the overall security posture of an 

organization. 

 

Prerequisites: 

To obtain your CISSP certification, you must have a minimum of five years of full -time professional work experience 

in two or more of the 8 domains of the CISSP – (ISC)² CBK 2018. A qualified individual with less than five years of 

experience will receive the (ISC)² associate title. 

 

Course areas: 

• Security and Risk Management: 

• Asset Security: 

• Security Architecture and Engineering: 

• Communication and Network Security: 

• Identity and Access Management (IAM): 

• Security Assessment and Testing: 

• Security Operations: 

• Software Development Security 

 

Who should attend: 

The CISSP is ideal for experienced security practitioners, managers and executives interested in proving their 

knowledge across a wide array of security practices and principles. 

 

CertKit content: 

• E-learning courses: 

o CISSP 2018: (ISC)² and Security Fundamentals 

o CISSP 2018: Cryptographic Client-based Systems 

o CISSP 2018: Communication and Network Security 

o CISSP 2018: Identity and Access Management (IAM) 

o CISSP 2018: Site and Facility Security Controls 

o CISSP 2018: Security and Risk Management (Part 1) 

o CISSP 2018: Security and Risk Management (Part 2) 

o CISSP 2018: Security Architecture and Engineering (Part 1) 

o CISSP 2018: Security Architecture and Engineering (Part 2) 

o CISSP 2018: Security Assessment and Testing 

o CISSP 2018: Security Operations (Part 1) 

o CISSP 2018: Security Operations (Part 2) 

o CISSP 2018: Conducting Incident Management 

o CISSP 2018: Software Development Security 

• TestPrep Exam simulation 

• Online Mentor 

• Tips & Tricks 

• Practice Labs: 

o The CISSP Practice Lab will provide you with the necessary platform to gain hands on skills in 

security. By completing the lab tasks you will improve your practical skills in Security and Risk 

Management, Asset Security, Security Engineering, Communications and Network Security, 

Identity and Access Management, Security Assessment and Testing, Security Operations and 

Software Development Security. These same tasks will help you understand the objectives and 

competencies required by the ISC2 CISSP certification exam. 


